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CODE OF CONDUCT AND BUSINESS ETHICS  

OUR CODE OF CONDUCT AND BUSINESS ETHICS 

We conduct our business activities in a fair, honest and ethical manner. These core values are central 

to maintaining our reputation and continued business success. An all-encompassing, corporate ethos 

that underpins everything we do: 

We operate on excellence and integrity and the purpose of this Code is to set out the standards of 

behaviour expected of us all in everything we do at Savannah Energy Plc. These behaviours underpin 

our culture as a business and our reputation.  

While this code cannot cover every possible situation that you may face, it sets out the principles 

that should be followed and gives guidance on what to do if you have concerns and where to get 

advice if you are unsure in any given situation.    

Our code is not only about compliance with the laws that apply to us in the jurisdictions in which we 

operate. It is also about how we are perceived by society – a fair, honest and ethical business. 

In some situations, acting ethically and legally may mean that we lose business or a business 

advantage. Our reputation should not be put at risk for a short-term gain. In the long term, we will 

benefit from our conduct and our ethical standards.  

 

 

Andrew Knott, CEO 

11/06/2025  
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1. THE CODE AND OUR STANDARD OF CONDUCT 

1.1 Introduction 

Savannah Energy PLC ("Savannah") is committed to and believes in conducting business to the 

highest possible standards. The purpose of this Code of Conduct and Ethics Policy (the “Code”) is to 

set out the behaviour expected and the principles that should guide the conduct of the business of 

Savannah.    

References to "us", "our" and "we" in this Code of Conduct and Ethics Policy are references to 

Savannah.  

1.2 Scope 

This Code applies to Savannah, its subsidiaries and to all of their respective directors, officers, 

executives, full-time, part-time and temporary employees (including secondees) and contract 

workers to the extent that they conduct activities at or for Savannah (together referred to in this 

Code collectively as "you" or "employees"). 

Suppliers, vendors, contractors, joint venture partners, agents and all others performing services for 

or on our behalf (referred to below as "Service Providers and Business Partners") are expected to 

act in accordance with the principles set out in this Code.  

1.3 Ethics Policy 

Quality, good faith, honesty, integrity, safe operations and respect for the law and ethical practices 

underpin what we do as a business and our good reputation. These values shall serve as a basis for 

the conduct of our business regardless of geographic location, business area or professional level.   

 

Maintaining our reputation is a key element to the continuing success of our business. Compliance 

with this Code is crucial to maintaining our good standing. 

 

In some situations, acting ethically and legally may mean we lose business. But our good reputation 

should not be put at risk by short term gain. In the long term, we will win more business because of 

the quality of our service and our high ethical standards. 

 

 



 
 
 
 
 
 
 

Policy - Global 

POL.CMP.CCE.024 - Code of Conduct and Ethics Policy 

Date: 11/06/2025 

Rev.: 1.0 
 

 

6 

This document is uncontrolled when printed. 
Classification: Public 
 

All employees must: 

• Conduct themselves in a professional and ethical manner in accordance with the highest 

standard of business practice 

• Observe the highest standards of integrity and fair dealing 

• Ensure that they promote and protect our reputation  and act in our best interests, putting 

our long-term interests ahead of short term or personal gain 

• Follow this Code and our policies and procedures for example, relating to anti-corruption 

& anti-money laundering, corporate social responsibility, environmental protection, 

health and safety, human rights and security. 

 

This Code supplements and does not replace the requirement to comply with the laws in the 

countries in which we operate. Where there are differences between the local law and this Code, 

you must apply whichever sets the highest standard of behaviour. 

The Code cannot address every conceivable situation. In many circumstances, the law or this Code 

will clearly dictate what you should do, but on other occasions the situation will require you to 

exercise judgment. Always err on the side of caution. 

 

When faced with a situation which makes you concerned: stop, think and ask yourself: 

• What feels wrong about the situation or action? 

• Is the situation covered by this Code or some other policy or procedure? 

• Should I speak to someone else to ensure that I do the right thing? 

• Would I be happy telling colleagues, friends, family, the media, or the police about what 

is proposed? 

 

If you have a concern that someone has acted in a manner inconsistent with this Code, you have a 

responsibility to raise the issue. One person's unethical behaviour or error of judgement can reflect 

upon the whole of our business.   

Non-compliance with this Code may result in disciplinary action being taken up to termination. 
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1.4 Responsibility for Compliance 

The Board has overall responsibility for the oversight of this Code. The Board is responsible for 

promoting open and honest two-way communications and will be diligent in looking for indications 

that unethical or illegal conduct has occurred.   

 

The Chief Compliance Officer acting on behalf of the Compliance Committee has day-to-day 

responsibility for oversight of this Code and will report instances of non-compliance to the Board as 

appropriate.  

 

Managers should lead by example and work to create an environment that encourages compliance 

with this Code. Supervision of responsible business practices is as important as supervision of 

performance. Managers should encourage those they manage to report any concerns directly to 

them or otherwise in accordance with our Whistleblowing Policy. They should also encourage their 

staff to ask any questions they have regarding any element of this Code or our wider policies and 

procedures.  

 

Employees are expected to be familiar with and comply with this Code and our wider policies and 

procedures. Any violations or suspected violations of the requirements of this Code or our wider 

policies and procedures must be reported (see paragraph 7 on Duty to Report Concerns and 

Suspicions for further details). It is important that Employees attend our compliance training (where 

requested). Employees must act with honesty and integrity and comply with all applicable laws, 

whether or not specifically covered by this Code and our wider policies and procedures. 

 

Service Providers and Business Partners are encouraged to develop and implement ethics programs 

that are consistent with the principles set out in this Code and are expected to act with honesty and 

integrity and to comply with all applicable law. 

1.5 Compliance with all laws 

We are committed to carrying out all activities connected to our business in accordance with all 

applicable laws in the countries in which we operate or conduct business. Employees will comply 
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with all applicable laws. Anyone with questions regarding the application of laws should consult the 

Chief Compliance Officer.  

2. COUNTERING FINANCIAL CRIME  

2.1 Anti-bribery and corruption 

We do not tolerate, permit, or engage in bribery, corruption, or improper payments of any kind in 

our business dealings both with public officials and people in the private sector. This applies to our 

operations anywhere in the world and wherever business is operated on our behalf. 

 

Bribery of government officials, public officials, employees or agents of businesses, in any part of the 

world, is prohibited under the UK law, US law, and the laws of most countries. UK and US bribery 

laws are vigorously enforced, and the penalties are severe. Individuals who engage in bribery face a 

real risk of imprisonment. 

What is bribery and corruption?  

• Bribery means trying to influence a business decision or making it easier to do a piece of 

work by offering or receiving cash, gifts or other incentives, either directly or through 

someone else. Bribery can take many forms and can include gifts, hospitality, personal 

benefits and cash. We all need to be mindful of the intentions of external parties when 

they offer us anything.  

Bribes usually take the form of improper payments or personal "commissions". They can, 

however, take on many different shapes and forms, such as gifts, holidays, reimbursement 

of travel and other expenses, secret rebates, charitable or political donations, job offers, 

scholarships, and excessive hospitality.   

In respect of public officials (any person who exercises a public function), a bribe can be 

anything of value that is offered or given with the intention of influencing the public official 

to obtain or retain a business advantage; this is a low threshold as it does not require an 

intention that the official exercises his role improperly.   

• Corruption is the misuse of public office or a business position for private gain.   

 

For more information see our Anti-Corruption and Anti-Money Laundering Policy and Procedures. 
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2.2 Facilitation payments 

Facilitation payments are unofficial payments paid to speed up an administrative process or secure a 

routine government or local authority action by an official. It is important that all employees can 

recognise where a payment might be a facilitation payment. Unless permitted by the local written 

laws in the jurisdiction in which the payment is made, facilitation payments are treated as bribes by 

the 2010 UK Bribery Act and are prohibited. A typical example of a facilitation payment is a payment 

to a customs officer to get goods through customs more quickly.  

For more information see section 3.3 of our Anti-Corruption and Anti-Money Laundering Policy and 

Procedures 

2.3 Gifts & Entertainment 

Any hospitality or gift offered or given, or received, by employees, associated persons, Service 

Providers and Business Partners in connection with our business must be nominal in value and not be 

intended to influence improperly a business relationship or transaction. Gifts must not exceed $50 

and hospitality per head must not exceed $250 (and not exceed a total value of $2,500 in any 

financial year). 

 

As a rule, hospitality and/ or gifts must be occasional, modest, transparent and consistent with 

applicable laws and standard industry practice. Gifts and hospitality from Savannah are designed to 

enhance our image, better present our operations, or establish cordial relations. 

 

Cash payments should not be made or received. Any amounts spent by employees on hospitality or 

gifts must be properly recorded in the Gift & Entertainment register located on the business expense 

management application. 

 

Prior to offering or accepting a gift (beyond branded promotional materials) or hospitality (beyond 

non-alcoholic drinks and light refreshments connected to a business meeting) please consult sections 

3.1 and 3.2 of our Anti-Corruption and Anti-Money Laundering Policy and Procedures.  
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2.4 Conflicts of Interest 

All business decisions should be based on what is in the best interests of Savannah and should not be 

decided based on personal considerations or relationships. Employees must take appropriate steps 

to avoid situations that may create or appear to create conflicts of interest. 

 

A conflict of interest is an activity, working relationship or situation, which could influence decisions 

you make and creates a personal interest, gain or benefit separate from your employment with 

Savannah. Conflicts of interest can happen when people’s personal, social, financial or political 

activities interfere with the way they carry out their work and influence the decisions they take, in 

particular their ability to make impartial decisions that are in the best interests of Savannah.  

 

Examples of conflicts of interests include: 

• Having a financial interest in, or other employment with, or serving on the board of a 

company which does business with, or is a competitor of Savannah 

• Having a close relative employed by a competitor or Service Providers/ Business Partners 

of Savannah 

• Having a personal interest in any transaction with Savannah, including the purchase, sale 

or lease of any property and/or 

• Offering employment at Savannah to a close friend or relative. 

 

Wherever possible, conflicts of interest should be avoided but where they do arise it is important 

that they are disclosed as soon as is possible and managed appropriately. Any actual, potential or 

perceived conflict,  of interest should be disclosed  in writing to your Line Manager and the Chief  

Compliance Officer via the online conflict of interest register  located on the SharePoint. If you are a 

director, the conflict should be made to the full Board of Directors. Upon intimation, your Line 

Manager/ Chief Compliance Officer/ the Board will consider the matter and decide on the 

appropriate course of action. 

For more information see our Conflict of Interests Guidelines. 
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2.5 Fraud 

All Employees have a duty to assist Savannah with preventing and detecting fraud. All suspicions or 

discoveries of fraud by another employee, a Service Provider/ Business Partner or any other third 

party connected to our business should be brought to our attention by reporting the suspicion/ 

discovery to your line manager, Chief Compliance Officer or in accordance with our Whistleblowing 

Policy. The requirement to report instances of fraud applies both where Savannah is the victim, or 

potential victim of fraud, and also where the suspected fraud is being carried out against us by our 

Employees or Service Providers / Business Partners or against any third parties.  

 

Fraud is committed when a person acts dishonestly intending to make a gain or to cause loss to 

another (or expose another to a risk of loss). The following are common types of fraud (the list is not 

exhaustive):  

• Use or intended use of falsified documents for a normal business purpose 

• Submitting false / misleading information in a tender process 

• Falsifying Service Providers / Business Partners invoices 

• Theft of monies or other property where deception is used 

• Misuse of company time 

• False references / qualifications to secure employment. 

2.6 Money Laundering 

We may commit an offence if we use, possess, transfer or otherwise deal with property which is 

suspected to be derived from criminal activity.  

 

It is important that you report any suspicions or knowledge of criminal conduct connected in any way 

to our business, no matter how small, to your manager, the Chief Compliance Officer or in 

accordance with our Whistleblowing Policy. 

For more information see our Anti-Corruption and Anti-Money Laundering Policy and Procedures. 

https://www.savannah-energy.com/application/files/3616/8656/2567/Anti-Corruption-Anti-Money-Laundering-Policy-1.pdf
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2.7 Tax (Including Anti-Facilitation and Tax evasion) 

Savannah seeks to always act with integrity, honesty and transparency in its tax strategy and 

practices. We are committed to maintaining open and constructive relationships with all tax 

authorities and we have robust procedures in place to identify and mitigate any risk of tax evasion. 

 

We expect the businesses and people we engage with to comply with their tax obligations.  

 

We will not tolerate any of our employees, associated persons, Service Providers and Business 

Partners assisting, encouraging or facilitating tax evasion by any customers, suppliers or others that 

we do business with anywhere in the world. 

 

Service Providers and Business Partners should put in place effective controls to prevent and detect 

tax evasion and its facilitation, and provide appropriate training, support and whistleblowing 

procedures to ensure their employees recognise the signs of tax evasion and immediately report any 

concerns. 

2.8 Accurate reporting and Accounting  

Books, records and accounts must be kept which accurately and fairly reflect all transactions. 

Employees, Service Providers and Business Partners must not make, approve, or process any 

payment which relates to our business with the intention, understanding or suspicion that any part 

of the payment is to be used for any purpose other than that described by the documents supporting 

the payment.  No "off the books" or unrecorded funds or accounts are permitted.  

 

Examples of prohibited record keeping activities include: 

• Making records appearing to show a payment to one person when, in fact the payment 

was made to, or intended for, someone else 

• Submitting inaccurate expenses 

• Records that inaccurately characterise or inaccurately describe the true nature of 

transactions or payments (for example, recording a bribe as a "commission" or "marketing 

expense", or a payment as an "overhead expense" instead of a "commission") 

• Claims for services, products or equipment not received 
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• Creating or maintaining any unrecorded funds or assets of the company, including 

unrecorded "petty cash" and  

• Numbered foreign bank accounts.  

 

For more information see section 3.4 of our Anti-Corruption and Anti-Money Laundering Policy and 

Procedures. 

3. RESPECTING PEOPLE 

3.1 Inclusive workplace behaviour, bullying, discrimination and sexual harassment 

We promote an environment in which all employees (including potential employees) and contractors 

working in Savannah enjoy equal opportunities and treatment, free of any form of discrimination, 

bias or harassment. We will not tolerate harassment, or any other form of discrimination. 

 

Savannah will not tolerate any bullying, harassment or other form of offensive conduct, particularly 

that which is related to an individual’s sex, race, disability, sexual orientation, religion or belief, or 

age.  

 

Savannah wishes to create a working environment in which the dignity of employees, workers and 

third parties are respected. A climate in the workplace should also be created and maintained in 

which victims of sexual harassment will not feel that their grievances are ignored or trivialised, or 

fear reprisals. 

 

Sexual harassment is a form of unfair discrimination and is prohibited on the grounds of sex and/or 

gender and/or sexual orientation. Savannah will not condone any form of sexual harassment and 

allegations of sexual harassment will be dealt with seriously, expeditiously, sensitively and 

confidentially.  

For further information see our Human Rights Policy. 

3.2 Modern Slavery and Human Rights 

We will conduct our business in accordance with the principles of, and with respect for, the Universal 

Declaration of Human Rights.   

https://www.savannah-energy.com/application/files/9016/8656/2568/SAVE-Human-Rights-Policy.pdf
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Slavery and human trafficking ("Modern Slavery”) are crimes and a violation of human rights. We 

have a zero-tolerance approach to slavery and human trafficking in our business or supply chain.  Any 

instance of Modern Slavery in our business or supply chain is a breach of the core values of the 

business.  

 

Modern Slavery could affect our business and supply chain; low skilled immigrant workers are 

particularly vulnerable. We therefore take steps to reduce the risk of Modern Slavery being 

connected to our business and supply chain. 

 

The following key principles apply to our business and our supply chain: 

• Child labour must not be used. 

• Any form of forced or compulsory labour must not be used. Workers must be free to leave 

employment or work after reasonable notice. 

• Passports, visas and other personal documentation should not be taken from workers. 

• All forms of debt bondage are prohibited. Workers should not be subject to contracts that 

tie them into repaying a loan, accommodation expenses or some other costs that they 

have no or little opportunity to repay.  

• Compensation and benefits must comply with local laws relating to minimum wages, 

overtime hours and other benefits.  

• The formation of trade unions and powers of collective bargaining should be respected. 

• Workers should have safe and healthy working conditions that meet or exceed applicable 

standards for occupational safety and health. 

• Any form or threat of physical, sexual or verbal abuse, harassment or other forms of 

intimidation must not be used.  

 

Savannah publishes an annual statement setting out the steps taken to identify and mitigate the risks 

of slavery and human trafficking in connection with its procurement of labour, goods and services. 

For more information see our Human Rights Policy. 

https://www.savannah-energy.com/application/files/9016/8656/2568/SAVE-Human-Rights-Policy.pdf
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4. SAFEGUARDING INFORMATION 

4.1 Confidentiality and Insider trading 

Information which employees gain during the course of their work about Savannah, a Service 

Provider/ Business Partner or another employee should not be disclosed to anyone outside the 

Company. Confidential information should also not be disclosed to colleagues who do not require 

the information for their normal work activities. 

 

If the confidential information pertains to a publicly traded company, is not generally available and 

would be likely to influence a person's decision to invest or sell shares in that company then the 

disclosure of this information and any subsequent dealing could amount to insider trading. The 

disclosure or misuse of such insider information would be a breach of contract between Savannah 

and its employees, Service Providers and Business Partners. It is also a criminal offence in certain 

countries to disclose insider information which results in dealing. See our Share Dealing Code. 

4.2 Security 

We will conduct our business in a safe and secure working environment where best security practices 

evolved to promote a company-wide, pro security approach to global operations. The following key 

principles apply to our business, employees and Service Providers and Business Partners: 

• Country specific risk assessment where each business unit operates with different 

mitigating strategies tailored to each particular situation. 

• 24/7 response capabilities. 

• Ensuring our employees feel safe regardless of their location.  

For more information see our Security Policy.  

5. USE OF COMPANY ASSETS 

5.1 Data Protection 

Information held or collated by us can contain the personal data of our employees or personal data 

that we have obtained about an individual from our clients, Service Providers and Business Partners 

and the public in general.   

 

https://www.savannah-energy.com/application/files/6116/8656/2568/Security-Policy.pdf
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This personal data is subject to certain legal safeguards specified data protection laws, which impose 

restrictions on how organisations may collect, process, store, preserve, communicate or use personal 

data. Such laws impose stricter controls in respect of "Sensitive Personal Data" which includes 

information relating to a person's: 

• Racial or ethnic origin 

• Political opinion 

• Religious or other beliefs of a similar nature 

• Trade union membership 

• Physical or mental health or condition 

• Sexual life 

• Commission or alleged commission of any criminal offence; and / or 

• Criminal proceedings or convictions.  

 

We are committed to protecting the privacy and rights of the subjects of personal data that we hold 

through compliance with data protection laws and our own operational and technical standards. 

For further information see our Data Protection Policy. 

5.2 Asset and Information Security  

Our IT assets and systems are to be used only for legitimate business needs and not for personal 

financial benefit or gain. This includes all communication and computer systems and associated 

equipment (including mobile phones, land line phones, desktop, laptop and tablet computers, 

servers, storage and removable media, internet-based computing solutions and cloud services). 

The following key principles apply in ensuring acceptable use of IT: 

• To ensure good judgement and reasonableness regarding personal use of devices ensuring 

it never involves the accessing or use of unprofessional or inappropriate content; and does 

not interfere with work responsibilities and productivity 

• To promptly notify Savannah’s IT security teams if data is lost or stolen 

• To not save any of Savannah’s data or the data of Service Providers/ Business Partners on 

personal devices 

• To keep login credentials confidential 
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• To complete a Data Privacy Impact Assessment before using cloud services for where data 

is stored and  

• To be vigilant to phishing attacks (malicious emails or messages designed to get you to 

open an email, instant message or text message or visit a malicious website that results in 

the theft of your data or our data) 

For further information see our IT Acceptable Use Policy. 

6. ENGAGING EXTERNALLY 

6.1 Fair Competition 

Our operations are subject to competition laws (referred to as antitrust laws in some countries).  

These laws seek to promote free trade and prevent collusion between businesses which may 

disadvantage consumers. Any understanding whatsoever between Savannah, its competitors or their 

representatives with respect to price or any element of price including discounts, premiums and 

credit terms is strictly forbidden. 

 

If a competitor, Service Providers / Business Partners or customer tries to discuss issues with you that 

could be anti-competitive and infringe competition laws you should end the conversation 

immediately and report the matter to the Chief Compliance Officer or in accordance with our 

Whistleblowing Policy.  

6.2 Health and Safety and Environmental matters 

Our goal is to create a working environment such that we cause no harm to people, and where we 

minimise our impact on the environment. 

To achieve this, we will: 

• Always comply with the law, or Savannah’s standards, whichever is higher 

• Operate our business to ensure proactive risk mitigation and continuous improvement 

• Set goals and targets, and measure performance against them 

• Hold ourselves and our Service Providers and Business Partners accountable to meet 

Savannah’s standards; and 

• Communicate openly with those who may be affected by our activities. 
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Safe operations in all company activities is a core value. If operational results and safety ever come 

into conflict, we all have a responsibility to choose safety over operational results and Savannah will 

support that choice. 

For further information see our Health & Safety and Environmental Policies. 

6.3 Political and Charitable donations  

We do not make contributions to political parties, organisations or individuals engaged in politics or 

public life as a way of obtaining an advantage in business. Any requests or queries in relation to 

political donations must be made to the Chief Compliance Officer.  

 

This policy does not prevent any individual from choosing, in a personal capacity, to join, support or 

make a donation to a political party provided that it is done in such a way that there is no connection 

with our business, and that in the circumstances it could not reasonably be perceived by others as 

being a donation or involvement by Savannah or for any business advantage.  Employees choosing to 

participate in political activities must do so on their personal time and at their own expense.  

 

While Savannah wishes to support charities, particularly those in the communities it operates in, 

proposed donations to charity can be used as a front for paying bribes. Donations should only be 

given to reputable, legitimate and registered charities. 

 

Charitable donations should not be made in the following circumstances: 

• The charity refuses to issue a receipt, or suggests that the donation be made anonymously 

• The account for the proposed donation is in a different country from where the charity is 

located 

• An officer, director, or employee of the charity has family or other ties to a public official 

who is or may be involved in the issuing of a licence, consent, approval, or contract to us; 

or 

• The donation and intended recipient are suggested by a public official. 

Before offering or giving a charitable donation in connection with our business or on behalf of 

Savannah please consult section 3.6 of our Anti-Corruption and Anti-Money Laundering Policy and 

Procedures. 

https://www.savannah-energy.com/application/files/9317/0248/4869/Health_and_Safety_Policy.pdf
https://www.savannah-energy.com/application/files/8017/0248/4874/Environmental_Policy.pdf
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6.4 Sanctions 

In dealing with other countries, employees should at all times comply with all applicable import and 

export controls and sanctions relating to those countries.  Exports can apply to the electronic 

transfer of data.  

 

Failure to adhere to such controls and sanctions could severely impact on Savannah and those 

individuals involved. Potential penalties for non-compliance include the withdrawal of export 

licences, the imposition of criminal and civil fines and imprisonment.  

 

Before entering into a contract, supplying or buying equipment, or transferring money, it is 

important to assess any sanctions risk associated connected to such dealings, including with the 

parties involved (and their owners and controllers).  

We will not: 

• Accept funds or deal with the assets belonging to, held or controlled by financial sanctions 

targets, designated as such under applicable sanctions regimes, nor make funds or other 

assets available (directly or indirectly) to, or for the benefit of, such targets.  This also 

applies to companies and other businesses that are i) owned or controlled by and / or ii) 

acting for the benefit of, a sanctions target 

• Breach any trade or sectoral restrictions that target a particular dealing, this may be, for 

example, the provision of items (goods, technology or software, into, or for use in, a 

targeted country, the provision of services to persons in a targeted country or imports or 

purchases from the target country 

• Take any steps to circumvent an applicable sanctions regime. 

6.5 Community and Stakeholder Relations 

We act honestly, transparently and with integrity to develop strong and lasting relationships with our 

stakeholders. We engage with local communities, government, business partners and other 

stakeholders to understand the issues and concerns of the communities with whom we work. We 

seek to make a positive contribution. 

For more information see our CSR Policy. 
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6.6 Service providers and Business Partners  

Our relations and dealings with government officials, Service Providers/ Business Partners, and other 

third parties should at all times be such that our integrity and reputation would not be damaged if 

details of the relationship or dealings were to become public knowledge. 

 

We seek long-term sustainable relationships with our Service Providers and Business Partners, which 

are fostered by fairness and mutual trust.  

 

We aim to avoid doing business with Service Providers and Business Partners whose business 

practices are contrary to our own ethical standards. We will establish details of the business 

practices of our Service Providers and Business Partners by carrying our risk based due diligence. We 

will select Service Providers/ Business Partners based on merit, avoiding conflicts of interest, 

inappropriate gifts and entertainment or any other kind of benefit that might compromise selection. 

We will seek to do business with those Service Providers/ Business Partners who comply with legal 

requirements and act in a manner which is consistent with our commitment to compliance and 

ethics as outlined in this Code. 

 

Any special requests from Service Providers and Business Partners which vary from normal business 

practice should be intimated to the Chief Compliance Officer immediately. Any material variation of 

normal business practice with Service Providers/ Business Partners should not be agreed to without 

first having consulted with the Chief Compliance Officer who will decide on the appropriate course of 

action. 

 

Care must be taken with public officials and employees of state-owned companies. When dealing 

with government officials, employees should make sure that they are aware of the rules which apply 

in the country concerned. 
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7. RESPONSIBILITIES  

7.1 Duty to report concerns and suspicious  

If an employee has a concern about whether an activity is unethical or illegal, he or she is expected 

to review the situation with their line manager. If a report to a line manager is not possible, reports 

can be made to the Chief Compliance Officer or the Head of HR. 

 

If you are concerned that a breach of the Ethics Policy or a legal breach may have occurred, please 

log your concern to the independent “Speak Up” whistleblowing hotline portal which is located on 

the Intranet in the Compliance Folder. Alternatively, reports can be made via the following free toll 

lines: 

 

United Kingdom: 0800 048 8465  

Niger: (503) 748-0479  

Nigeria: 0-708-060-1816 followed by (844) 951-1992 

 

Your report will be treated as confidential. 

 

We will not tolerate any attempt to penalize, or discriminate against, an employee who has reported 

a genuine concern in the honest and reasonable belief that there has been, or will be, any 

wrongdoing.  

We will take all reported concerns seriously and will confidentially investigate to determine if the law 

or this Code have been contravened.  

For further information please see our Whistleblowing Policy. 

7.2 Consequences of Non-compliance  

We may take appropriate disciplinary action, up to and including termination of employment, against 

any employee who fails to comply with this Code, applicable laws or our wider policies and 

procedures. In addition, employees who break the law may be reported to law enforcement and may 

face criminal proceedings, fines or imprisonment. 
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We will not deal with Service Providers and Business Partners that act contrary to the principles set 

out in this Code.  

7.3 Effective monitoring  

We will maintain a system for monitoring compliance with this Code and verifying the effectiveness 

of the controls in place to ensure compliance with all applicable laws.  

8. QUESTIONS 

8.1 Who can I contact if I have any questions? 

If you have any questions or queries about anything in this Code please refer to the FAQs set out in 

Appendix 1 or contact the Chief Compliance Officer. 

 

 

 

 

 

 

  



 
 
 
 
 
 
 

Policy - Global 

POL.CMP.CCE.024 - Code of Conduct and Ethics Policy 

Date: 11/06/2025 

Rev.: 1.0 
 

 

23 

This document is uncontrolled when printed. 
Classification: Public 
 

Appendix 1: Code of Conduct & Ethics – Frequently Asked Questions 

1. I am not located in the UK, does the policy on bribery apply to me?  

Yes. This policy has extraterritorial reach and applies to all dealings and activities connected with 

our operations, regardless of where they take place.  

As a UK incorporated company, Savannah Energy PLC, can be held criminally liable under UK law 

for failing to prevent bribery by our employees, agents, or others acting for or on our behalf 

regardless of where in the world the bribery occurs.  

2. What is a gift? 

A gift is any item of value that is given or received without charge or at a greatly reduced charge.  

A gift can be tangible or intangible. Tangible items may include cash, vouchers, or jewellery, or 

clothing. Intangible items may include experiences such as a free hotel room, discounted flights 

or inclusion on a guest list for an exclusive event. 

Not all gifts amount to bribery. However, care needs to be taken when they are given or received 

before, during or after business dealings.  Gifts should not be offered or accepted if there is any 

suggestion that the recipient will act in a particular way in their role as a result. Extra care needs 

to be taken when dealing with public officials.  

Cash gifts to business contacts are expressly prohibited, as are cash equivalents, such as gift 

vouchers.  

3. A Service Provider/ Business Partner gave me a pen with their company’s logo on it. Does this 

have to be returned? 

No, you can generally accept appropriate gifts that are promotional in nature.  

4. Can I make any donations or provide product sponsorships for an event in support of a political 

candidate? 

No, our Global Anti-Corruption and Anti-Money Laundering Policy does not allow donating 

(including providing product sponsorships) to any politicians or political parties using company 

funds. 

5. What is workplace harassment? 

Workplace harassment involves belittling, condescending, threatening, or malicious remarks or 

acts aimed at others within a workplace. This can range from routine and unwanted invitations 

to calculated bullying.  

https://www.savannah-energy.com/application/files/3616/8656/2567/Anti-Corruption-Anti-Money-Laundering-Policy-1.pdf
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6. I have a close relative that is in a Service Provider/ Business Partner that we wish to use. Is 

there anything I have to do? 

This could create a conflict of interest and wherever possible conflicts of interest should be 

avoided. It is important that you disclose this conflict as soon as is possible to your line manager 

and Chief Compliance Officer. Your line manager and Chief Compliance Officer will consider the 

matter and decide on the appropriate course of action. 

For more information see our Conflict of Interests Guidelines. 

7. If I work remotely, what steps should I take to protect confidential information?  

While working remotely, whether from home, a client site or a public setting like a coffee shop, 

it’s important to minimise risks as much as possible. Best practices include:  

• Locking your screen when you step away from your device.  

• Using a privacy screen and working in a private area when working in a public setting.  

• Keeping work conversations confidential and not sharing confidential matters where 

others might overhear.  

• Staying away from unsecured wireless networks.  

• Shredding all printed documents once you’re done with them.  

These are just a few examples. In addition, remember to review your local policies and guidance 

on data protection, information security and confidential information. 

8. Am I able to express my personal political views and opinions about the political situation in 

my country via social media? 

Yes, however, be respectful of others. You should make it clear that you’re speaking for yourself 

and not for Savannah. 

9. If there is a conflict between the Code of Conduct and Ethics Policy and the way we do 

something in our department what should be followed? 

Generally, if a local business practice conflicts with Code of Conduct and Ethics policy, the Code 

of Conduct is to be followed. If a local law conflicts with the Code of Conduct and Ethics Policy, 

please follow the stricter standard. If you are still unsure, please seek guidance from Compliance, 

Legal and/or your manager. 

10. What matters can I report to the Whistleblowing line? 
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You can report any act or behaviour of an employee, contractor, Service Provider or Business 

Partner which gives you cause for concern. This may include:  

• A criminal offence, such as fraud, theft, bribery or corruption 

• Improper behaviour such as bullying or harassment 

• Damage to the environment 

• A deliberate attempt to cover up any type of wrongdoing; or  

• Any retaliation against someone for speaking up. 

For further information please see our Whistleblowing Policy. 


